
Accessing All Orders Web & Mobile outside the local network it is on 
Both the All Orders Web and All Orders Mobile products rely on websites installed on the same network as the All 
Orders system to function. This website will typically be accessible by entering a URL in your web browser similar to: 

http://192.168.1.1/AOWeb/Admin/Login.aspx 

This URL will only be valid from within that same network where the All Orders system is installed. To make this website 
available from outside the local area network, including tablets and smart phones on cellular networks, a few steps will 
have to be taken. Here is a basic list of some of those steps. Most IT professional are able to accomplish these steps with 
ease. 

 Determine the public IP address for the network where the website is hosted. To do this, go to any web browser 
on any computer in that local network (or best case scenario the computer where the website is being hosted) 
and go to: 

http://ipchicken.com 

This will provide you with the IP address you will use to access the website from outside the local network. For 
example, if your local URL was the same as shown above and your IP address from ipchicken.com is 
234.567.890.345 then the URL you would use to access the website from outside the local network would be: 

   http://234.567.890.345/AOWeb/Admin/Login.aspx 

At this point you can try that URL from outside that local network to see if it works (Pro Tip: Use a smart phone 
on its cellular network, not WiFi as it will still be on the local network). It might already be working without 
having to make any actually changes! Please note that if you are going to be using this public IP address to 
access the website from outside the local network you are going to want to make sure that it is setup as a static 
IP or it will change on you. You can verify this with your Internet Service Provider. 

 If that URL does not work the next step is to configure port forwarding in your router to forward any traffic 
coming in to that public IP address to go to the computer where the website is installed. If, for example, the 
website is setup without it running on any special port and your local URL has IP address 192.168.1.1 in it then in 
your router you will need to setup port 80 (the default website port) to forward to local IP 192.168.1.1. If you 
have the website running on any port other than 80 (If that is the case you should know from the URL. For 
example if it was running on port 5000 the URL would look like http://192.168.1.1:5000/AOWeb....) be sure to 
setup that port to forward instead of port 80. Now try that public URL again from outside the office. If it still 
does not work let’s move to the last step. 

 Whatever port the website is running under (80 by default) has to be open in any firewalls that might be up. This 
includes software firewalls such as Windows Firewall and any physical hardware firewalls or appliances. 

 BONUS: Be sure to setup a sub domain to point to your fresh new All Orders product website to make it easily 
accessible outside your local network. For example, if my website was bakery.com I might setup 
orders.bakery.com for my wholesales customers to log into my All Orders Web website. I would simply need to 
go to wherever I have my domain name registered (such as GoDaddy or Network Solutions) and point the 
orders.bakery.com sub domain to my public IP address where the website is being hosted (in our example 
234.567.890.345 which we got from ipchicken.com). Then whenever anyone wanted to go to the website, 
instead of needing to know the IP address they can use: 

http://orders.bakery.com/AOWeb/Admin/Login.aspx 


